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COAF, PEPs e Inteligéncia Financeira: fundamentos, limites, distorc6es e seguranca
juridica O COAF como Unidade de Inteligéncia Financeira: Papel Juridico e
Constitucional O Conselho de Controle de Atividades Financeiras (COAF) recentemente
renomeado Unidade de Inteligéncia Financeira (UIF) é a unidade de inteligéncia financeira
do Brasil, responsavel por receber, examinar e identificar ocorréncias suspeitas de
atividades ilicitas, comunicando-as as autoridades competentes para a instauragao de
procedimentos. Criado pela Lei n.© 9.613/1998 (Lei de Prevencao a Lavagem de Dinheiro),
o COAF integra a estrutura do Poder Executivo e desempenha papel central no sistema
brasileiro de combate a lavagem de dinheiro, atuando em conformidade com padrdes
internacionais. Desde a adesdo do Brasil ao Grupo de Agao Financeira Internacional
(GAFI/FATF) e a tratados como Mérida, Palermo e Nova York, tem-se seguido as
recomendacoes de se estabelecer uma unidade de inteligéncia financeira nos moldes do
COAF. Sua fungao juridica principal é produzir informagdoes financeiras
estratégicas para apoiar investigacoes de crimes financeiros (como lavagem de dinheiro,
corrupcao, financiamento do terrorismo), sem, contudo, exercer poder de policia
diretamente. Estrutura e atribuicdes legais: O COAF foi originalmente vinculado ao
Ministério da Fazenda e, apds mudancas em 2019/2020, transferido para o Banco Central
do Brasil pela Lei n® 13.974/2020. Essa transferéncia gerou debates institucionais: havia
quem visse naida ao Banco Central um fortalecimento técnico (por aproveitar a expertise
da autoridade monetaria) e maior autonomia operacional, enquanto outros enxergaram
um “retrocesso” no combate a corrupgao, temendo reducéo da eficacia do 6rgao que
havia atuado de forma relevante em operagdes como a Lava Jato. Apesar das controvérsias
politicas, a missdo legal do COAF/UIF permaneceu: elerecebe comunicacoes
obrigatérias de operagbes suspeitas enviadas pelas instituigcdes financeiras e demais
setores obrigados (como previsto nos arts. 10 e 11 da Lei 9.613/98) e realiza analise dessas
informagodes. Caso identifique indicios consistentes de ilicitos, elabora um Relatério de
Inteligéncia Financeira (RIF) e o encaminha as autoridades competentes (Ministério
Publico, policia) para providéncias. Ademais, o COAF exerce poder regulatério e
sancionador administrativo: instituicbes submetidas as obrigagbes de prevengédo a
lavagem que deixem de comunicar operagdes suspeitas ou violem normas de compliance
podem sofrer sangdes do COAF, nos termos do art. 12 da Lei 9.613/98, incluindo multas
elevadas e até o fechamento da instituicdo. Esse papel dual -inteligéncia
financeira e supervisdo administrativa, posiciona o COAF como 6rgéo central na prevengao
da lavagem de dinheiro, devendo equilibrar eficiéncia na coleta de dados e respeito as
garantias legais. Fundamento constitucional e limites: Do ponto de vista constitucional,
as atividades do COAF/UIF tocam em direitos fundamentais, em especial o direito
a privacidade e ao sigilo de dados financeiros (derivado da inviolabilidade da intimidade
e do sigilo de comunicagdes, CF/88 art. 5°, X e Xll). A Constituicdo ndo menciona
expressamente o “sigilo bancario”, mas este é reconhecido pela jurisprudéncia como
tutela implicita nesses dispositivos. Assim, o funcionamento do COAF exige um delicado
balanco entre a necessidade de coletar e compartilhar informagdes financeiras (para
proteger a ordem econémica e reprimir crimes graves) e a obrigacdo de resguardar os
dados dos cidadaos contra acessos indevidos. Esse equilibrio foi objeto de intenso



debate no Judiciario. Em 2019, o Supremo Tribunal Federal (STF) julgou o Tema 990 da
Repercusséo Geral, firmando tese no sentido de que o compartilhamento de relatérios
de inteligéncia financeira com 6rgaos de persecucgéao penal, sem prévia autorizagao
judicial, é constitucional, desde que realizado de forma espontédnea pela UIF, dentro de
suas atribuicdes legais, com garantia de sigilo e sob controle jurisdicional posterior. Em
outras palavras, o STF reconheceu que quando o COAF (UIF) encaminha, por iniciativa
prépria, RIFs contendo informacdes sintéticas sobre operagdes suspeitas (oriundas das
comunicagdes obrigatdrias previstas em lei), isso ndo configura quebra de sigilo
bancario ilicita, dispensando autorizagdo judicial prévia. Porém, ressaltou-se que
a intimidade financeira continua protegida: o acesso a dados bancarios detalhados ou a
documentos subjacentes (extratos completos, por exemplo) exige ordem judicial, de
modo a preservar a reserva de jurisdicdo para medidas invasivas. O STF condicionou essa
troca de informacgodes a procedimentos formais e controlaveis, impondo que seja mantido
o sigilo dos dados compartilhados e haja mecanismos de auditoria para prevenir abusos.
Em sintese, constitucionalmente o COAF é visto como um 6rgao administrativo de
inteligéncia cuja atuacao tipica receber e repassar dados financeiros suspeitos foi
considerada legitima e essencial no combate ao crime organizado, desde que observados
os limites legais e constitucionais de sigilo e devido processo. Sua natureza ndo é a de
érgao de persecucao penal, mas sim de inteligéncia financeira estratégica, colaborando
com as autoridades policiais e judiciarias. Essa posicao intermedidria, porém, gera
desafios: como veremos, definir a natureza juridica dos relatérios que produz (RIFs) e os
contornos do intercAmbio de informagdes com investigadores é crucial para evitar
excessos e salvaguardar direitos. Pessoas Expostas Politicamente (PEPs): Regulacgao,
Compliance e Controvérsias As Pessoas Expostas Politicamente (PEPs)no Brasil
também chamadas de Pessoas Politicamente Expostas, sdo individuos que ocupam ou
ocuparam cargos publicos relevantes, bem como seus familiares proximos e pessoas de
seu circulo estreito de relacionamento. Exemplos tipicos de PEP incluem: chefes de Estado
e de governo, ministros de Estado, parlamentares, magistrados, membros do Ministério
Publico, altos executivos de estatais, comandantes militares de alto escaléo e dirigentes
de partidos politicos. Por reflexo das recomendacgdes internacionais (FATF/GAFI) e visando
prevenir a corrupcdo e a lavagem de dinheiro, a legislacdo e a regulacao brasileira
impdem tratamento diferenciado a clientes enquadrados como PEPs. Em especial,
presume-se que PEPs apresentam risco maior de envolvimento em atos de corrupgio ou
outros ilicitos financeiros em razdo do acesso a poder e recursos publicos. Assim,
instituicdes financeiras e outros setores obrigados devem implementar procedimentos
reforcados de compliance para monitorar e mitigar os riscos associados a
PEPs. Regulacao doméstica: Desde 2017, o COAF passou a detalhar critérios e
obrigacoOes referentes a PEPs por meio de resolugcdes especificas (a Resolugdo COAF n.°
29/2017, vigente de 2018 a 2021, depois substituida pela Resolugao n.© 40/2021). Anorma
atual (Res. 40/2021) manteve a esséncia: definiu de forma abrangente quem é considerado
PEP (incluindo nacionais e estrangeiros em posi¢cbes relevantes) e equiparou a PEP
seus familiares diretos (até segundo grau, cbnjuge, companheiro, enteados)
e colaboradores proximos, além de pessoas juridicas nas quais PEPs detenham
participagao societaria significativa. A condigcdo de PEP estende-se por determinado
periodo apds o desligamento do cargo publico no Brasil, por cinco anos contados desde
que a pessoa deixa a posicao relevante. O fundamento disso é que, mesmo apds sair do
cargo, a pessoa ainda pode conservar influéncia ou acesso privilegiado, justificando
atencao continuada. Obrigacoes de compliance quanto a PEPs: As instituicdes



financeiras e demais sujeitos regulados devem adotar diligéncia reforgada em relagéao a
clientes PEP, conforme previsto na lei e nas resolucdes do COAF. Em termos praticos, as
principais medidas de compliance para lidar com PEPs incluem:

¢ Identificacao e classificagao do cliente como PEP: implementar mecanismos de
identificagcdo do status de PEP na abertura de contas ou contratagdo de servigos,
consultando bases de dados oficiais disponibilizadas pelo governo (por exemplo,
listas publicas de PEPs) e fontes abertas confiaveis. Deve-se manter o cadastro do
cliente atualizado com essa informagéao sensivel.

e Autorizagao da alta administragao: obter aprovagéo prévia de nivel sénior (s6cio-
administrador, diretoria ou conselho) para iniciar ou manter relacionamento de
negdécio com uma PEP. Essa exigéncia visa garantir que a instituicao esteja ciente e
concorde em gerir 0s riscos inerentes.

o Verificacdo da origem dos recursos: realizar diligéncia adicional para determinar
a origem licita dos fundos movimentados pelo cliente PEP. Operacdes de grande
vulto ou incompativeis com o patriménio conhecido do PEP demandam escrutinio
redobrado sobre a proveniéncia do dinheiro (salarios, negdcios privados, etc.), afim
de detectar possiveis valores de corrupgcao ou outros crimes.

e Monitoramento continuo reforgcado: conduzir um acompanhamento mais
frequente e minucioso das operacdes e do perfil transacional do PEP durante toda
a relacao de negdcio. Isso envolve estabelecer parametros de alerta especificos,
revisdes periddicas de contas e avaliagdo se as movimentagdes sao consistentes
com a atividade declarada e renda do cliente.

e Comunicacao de operacdes suspeitas envolvendo PEP: caso identifiquem
operacoOes atipicas ou suspeitas ligadas a PEPs, as instituicbes devem comunicar
imediatamente ao COAF mediante os Relatérios de Operagdes Suspeitas
(ROS/COS), conforme as regras da Lei 9.613/98 e regulamentacgdes. A condicdo de
PEP porsi s6 ndao implicailicitude, mas é um fator de risco que, combinado a outros
indicios (valores elevados, paises de risco, etc.), aumenta a probabilidade de
obrigatoriedade de comunicacgéo.

O descumprimento dessas obrigagcbes sujeita as instituicbes as sangoes
administrativas do regime antilavagem. Conforme ja destacado, a lei prevé multas que
podem chegar aR$ 20 milhdes por infragbes graves, além de penalidades como
suspensao ou cassagao de autorizagdes de funcionamento. Tais consequéncias severas
exercem forte pressao sobre os bancos e entidades reguladas para adotarem uma postura
extremamente cautelosa e rigorosa no trato com clientes PEP, um fator que se relaciona
com o fendmeno do overcompliance, analisado adiante. Riscos e controvérsias juridicas
envolvendo PEPs: A propria conceituagdo ampla de PEP e as medidas estritas de
compliance geram debates quanto a seus efeitos praticos e juridicos. De um lado,
reconhece-se ser imprescindivel um escrutinio maior sobre agentes politicamente
expostos para prevenir a corrupgdo sistémica diversas investigacdes de alto nivel (no
Brasil, p.ex., os escandalos politicos recentes) revelaram esquemas de lavagem
envolvendo parentes e interpostas pessoas de autoridades, o que justifica incluir familiares
e estreitos colaboradores no radar de risco. Por outro lado, surge a preocupacao de que o
simples status de PEP possa acarretar uma “condenacao por antecipag¢ado” no
mercado financeiro. Na pratica, relatos indicam que muitas instituicbes adotam uma



postura de extrema aversdo a risco: clientes identificados como PEPs, ou mesmo
pessoas associadas a eles, enfrentam recusas de abertura de contas, encerramento
subito de relagoes bancarias e outras restricbes, mesmo sem histérico concreto de
ilicitos. O professor Pierpaolo Bottini observa que, ante a falta de critérios claros sobre
risco, integram esse rol de “altissimo risco” nao apenas os efetivamente investigados,
mas pessoas mencionadas em noticias (ainda que ndo formalmente acusadas), individuos
ja absolvidos de investigacbes passadas, ou que ja cumpriram pena e até quem possua
vinculos com figuras politicamente expostas. Em outras palavras, a mera condigéo de ser
parente de um politico conhecido ou ter o sobrenome citado em escandalos pode levar um
cidadao a ser ostracizado pelas instituigcées financeiras, sem que ele proprio tenha
cometido qualquer irregularidade. Essa realidade levanta controvérsias juridicas e
éticas. Do ponto de vista do direito fundamental a igualdade e a presuncao de
inocéncia, ser tratado como cliente “indesejavel” apenas por associacao politica ou
familiar pode ser considerado discriminatério e violador de garantias. Ha também quem
argumente que impedir indefinidamente alguém de acessar servigos bancarios por ter sido
acusado (mas nao condenado) ou apos ja ter cumprido condenagao assemelha-se a lhe
impor uma pena extraoficial perpétua, o que colide com principios constitucionais como a
individualizacao da pena e a vedacao de penas de carater eterno. Até familiares de ex-
investigados acabam por sofrer restricbes unicamente “em razdo de um sobrenome”
envolvido em casos pretéritos, o que extrapola a responsabilidade pessoal e fere o senso
de justica basica. Do ponto de vista institucional, outro dilema é calibrar o nivel de zelo
com a efetividade do sistema: se todos os PEPs e pessoas relacionadas forem
automaticamente tratados como suspeitos, as instituicbes podem acabar
sobrecarregando o COAF com um numero excessivo de comunicagdes (simplesmente
pela presenca de um PEP) sem analise qualitativa. Isso dilui o foco das autoridades em
verdadeiras operacoes ilicitas e gera ruidos no sistema de prevengao. Em resposta a essas
controvérsias, alguns reguladores tém enfatizado a necessidade de uma
abordagem baseada em risco efetivo, evitando tanto omissdes quanto excessos. Ainda
assim, permanece latente a tensdo entre protecdao da integridade do sistema
financeiro e protecao dos direitos individuais dos agentes expostos politicamente,
tensionando os operadores do direito e compliance na busca pelo ponto de
equilibrio. Overcompliance e De-risking: Excesso de Controle e Distorgdes Praticas No
esforco de prevenir a lavagem de dinheiro e cumprir rigorosamente as normas, muitas
instituicdes financeiras passaram a adotar controles que excedem os requisitos
regulatérios minimos fenbmeno conhecido como overcompliance. Em paralelo, difunde-
se a pratica do de-risking, em que instituicbes simplesmente encerram ou restringem
relagoes de negocio com clientes considerados de alto risco, ao invés de gerenciar tais
riscos. Esses dois fendmenos estéo interligados e tém gerado distorgdes significativas no
mercado, bem como preocupagdes quanto a violagbes de garantias
fundamentais. Conceito de overcompliance: Em termos
gerais, overcompliance significao excesso de zelono cumprimento de normas de
compliance, indo além do que a lei ou regulagdes estritamente exigem. No contexto de
prevengdo a lavagem de dinheiro, isso se manifesta, por exemplo, em critérios internos
extremamente rigidos para aceitagao de clientes, monitoramentos muito além do razoavel
e comunicagdes de operagbes suspeitas em volume exagerado (inclusive de situacdes
ambiguas ou de menor relevancia) por parte das instituicées. Conforme estudo doutrindrio,
tais medidas excessivas podem afetar negativamente a eficacia das instituicées na
deteccao de atividades ilicitas, ao introduzir ruidos e custos desnecessarios. Ou seja, 0



“tiro sai pela culatra”: a instituigdo gasta mais recursos com compliance do que o
necessario, mas nem por isso aumenta na mesma proporg¢ao sua capacidade de identificar
verdadeiras operagdes de lavagem ao contrario, pode até reduzi-la, como
veremos. Excessos e seus impactos praticos: A consequéncia mais visivel do
overcompliance é o de-risking, definido pelo GAFI como o fenémeno de instituicoes
financeiras se retirarem de relacdes com certas categorias de clientes para evitar
riscos, ao invés de administra-los adequadamente. Por medo de sang¢des regulatérias ou
danos reputacionais, bancos preferem nao ter certos clientes do que correr qualquer
risco associado a eles. Assim, clientes tidos como “problematicos”, que incluem PEPs,
empresas de setores sensiveis (casas de cambio, criptomoedas, jogos), pessoas
mencionadas em esquemas criminosos, mesmo sem condenacao, etc., podem ser
coletivamente excluidos do sistema financeiro formal. Bottini ilustra que esse medo
institucional produziu uma verdadeira exclusao financeira de inumeros individuos: suas
contas bancarias sdo unilateralmente encerradas, seu acesso a empréstimos e servigos é
negado, suas empresas deixam de ser contratadas e seus negécios definham. Em casos
extremos, até familiares e sdcios de pessoas com passado controverso enfrentam o
mesmo bloqueio, gerando uma “culpa por associacdo” econdmica. Tais efeitos
colaterais colidem frontalmente com preceitos juridicos — v.g., € incompativel com o
Estado de Direito que pessoas sejam punidas economicamente sem processo ou que
parentes sofram restricdes por delitos de outrem. Paradoxalmente, esse zelo exagerado
ndo significa maior efetividade contra a lavagem de dinheiro ao contrario, pode
enfraquecer o sistema de prevencdo. Duas distorgées importantes sdo apontadas pela
doutrina e 6rgaos internacionais:

¢ Informacdes demais, inteligéncia de menos: O overcompliance leva instituigoes
areportarem ao COAF centenas de milhares de operagées por mero desencargo,
muitas vezes sem andlise criteriosa, apenas para afastar qualquer risco de
omissao. Esse excesso de comunicagoes acaba sendo prejudicial a atividade de
inteligéncia, pois mistura uma enorme quantidade de dados irrelevantes com
alguns poucos realmente indicativos de lavagem, “encobrindo as ultimas com os
primeiros”. Dados oficiais ilustram essa preocupacao: em 2018, o entdo COAF
recebeu cerca de 3,7 milh6es de comunicagdes de operagdes suspeitas (a maioria
referentes a transacdes em espécie automaticamente reportadas), das quais
apenas ~7,3 milresultaram em RIFs encaminhados as autoridades. Ou seja, menos
de 0,25% das comunicagdes geraram inteligéncia aciondvel. Se as instituicdes
enviarem sinais de alerta em demasia muitos dos quais de importancia marginal,
cria-se um “mar de dados inuteis” que sobrecarrega os analistas e dificulta a
fiscalizacao eficiente. Os reguladores ficam “afogados” em informagdes pouco
pertinentes, perdendo capacidade de detectar padroes realmente suspeitos. Em
suma, o over-reporting pode tornar o sistema ineficaz, exatamente o oposto do
pretendido.

o Desbancarizacdo e sombra financeira: O de-risking, ao excluir clientes do
sistema formal, pode provocar um efeito sistémico indesejado
de “desbancarizacdo” de segmentos inteiros e a migracdo de operagdes para
canais informais ou menos monitorados. O GAFIl alertou em relatério de 2017 sobre
as consequéncias ndo intencionais de uma aplicagao excessivamente zelosa de
suas recomendacoes. O 6rgdo constatou que aretragao indiscriminada de servicos
(“exagero do de-risking”) atinge, por exemplo, ONGs, pequenas remessas



internacionais, comerciantes de alto risco e PEPs, levando-os a buscar meios
alternativos para movimentar recursos. Isso enfraquece a transparéncia do
sistema financeiro global, quando pessoas ndo conseguem ter conta em banco,
recorrem a cash informal, hawalas, laranjas ou criptomoedas nao reguladas,
ambientes em que o controle antilavagem €& muito mais dificil. Assim,
paradoxalmente, o exagero no compliance pode facilitar exatamente o que se
queria evitar, ao empurrar atividades legitimas e ilegitimas para fora do alcance

regulatorio.

Esses problemas nao passaram despercebidos. O préprio GAFl, ao reconhecer essas
distor¢gbes, tem instado os paises e instituicbes a calibrar melhor suas politicas.
Recomenda-se evitar nhormas excessivamente complexas ou ambiguas, que geram
inseguranca juridica e levam empresas a adotar a postura defensiva de “comunicar tudo”
e “rejeitar todos de risco”. Ao contrario, devem-se clarificar critérios e incentivar
abordagens proporcionais baseadas em risco real, de forma que compliance seja aliado, e
nao antagonista, da eficiéncia. No Brasil, essas discussdes ganham relevancia a medida
que se acumulam exemplos de excessos. Ha casos de clientes buscando o Judiciario
para reabrir contas ou reverter encerramentos arbitrarios, bem como reclamacodes de
empresarios e politicos ndo investigados que se veem impedidos de operar. O desafio
colocado parajuristas e reguladores é estabelecer limites juridicos objetivos: até onde vai
o legitimo dever de prevencdo e onde comega o0 abuso contra garantias
fundamentais? Alguns parametros comegam a se desenhar, como veremos a seguir,
especialmente no tocante ao uso dos relatérios financeiros e a necessidade de controle
judicial em certas situagdes. Relatorios de Inteligéncia Financeira (RIFs): Natureza
Juridica, Valor Probatoério e Limites de Utilizagdo Uma das pegas centrais de todo o
sistema de inteligéncia financeira é o Relatorio de Inteligéncia Financeira (RIF). Trata-se
do documento elaborado pelo COAF/UIF a partir da andlise das comunicagbes de
operacgoOes suspeitas recebidas. Em esséncia, o RIF sintetiza informagodes sobre operagdes
financeiras atipicas ou suspeitas, correlacionando dados e identificando possiveis indicios
de ilicitos. Por exemplo, um RIF pode indicar que certo cliente movimentou quantias
incompativeis com suarenda declarada, ou que determinada empresa realizou transacoes
padrao “smurfing” para ocultar valores, etc. Importa destacar a natureza do RIF: ele é
produto de atividade de inteligéncia, ndo uma prova constituida nos moldes forenses
tradicionais. Conforme a Lei 9.613/1998, artigos 10 a 15, as instituicdes obrigadas devem
comunicar operacoes suspeitas ao COAF, o qual analisa esses dados e produz relatérios
para os fins previstos. O art. 14 da Lei 9.613 prevé o dever de sigilo em relagao aos RIFs,
eles ndo podem ser divulgados livremente, dada a natureza sensivel das informacgdes. Ja o
art. 15 autoriza o COAF a compartilhar seus relatérios com autoridades competentes,
incluidas ai as autoridades de persecugao penal, “mediante requisicao” (tema muito
controverso) ou por iniciativa prépria, nos termos definidos em regulamento. Esses
dispositivos viabilizam o transito licito de informacgoes entre a esfera administrativa
(inteligéncia) e a investigacao criminal, sempre resguardando o devido processo legal e
os direitos dos investigados. Funcao informativa vs. valor probatério: No processo penal,
discute-se se o RIF constitui prova em si ou apenas um elemento informativo preliminar.
Predomina o entendimento (tanto na doutrina quanto nos tribunais superiores) de que o
RIF tem natureza de informe de inteligéncia, ndo equivalendo por si sé a prova judicial.
Em regra, ele serve para justificar a abertura de investigagoes, embasar representagoes
por medidas cautelares (como quebras de sigilo bancario/fiscal autorizadas por juiz) ou




orientar linhas de apuragéo. Por exemplo, as informagdes do RIF podem levar a policia ou
o MP a pedir judicialmente a quebra do sigilo bancario de certas contas, cuja resultante
(extratos oficiais) sim sera uma prova documental utilizada no processo. Se um RIF é
incorporado aos autos de um processo penal, ele funciona como documentacédo
acessoria, cuja confiabilidade e relevancia precisam ser confirmadas por outros meios de
prova e submetidas ao contraditdrio em juizo, sendo considerado elemento de informagéo.
Nao por acaso, os tribunais superiores enfatizam que nenhuma condenacéao pode se
basear exclusivamente em dados de inteligéncia financeira: é indispensavel que haja
outras provas produzidas na fase investigativa e na instrugéo (testemunhos, documentos
obtidos legalmente, pericias etc.) para sustentar um decreto condenatério. Em suma, o
RIF nao substitui a prova penal; ele inicia ou alimenta a investigagcdo, mas os fatos ali
indicados precisam ser comprovados por vias formais antes de gerarem uma
responsabilizacdo criminal. Do ponto de vista das garantias processuais, isso se coaduna
com o principio do contraditorio e ampla defesa. O investigado tem direito de conhecer o
conteudo do RIF que levou a investigacao contra si e de contestar eventuais equivocos ou
abusos. Por exemplo, se um RIF interpretou erroneamente uma operagéao licita como
suspeita, a defesa pode demonstrarisso no curso do processo. Além disso, ao final, cabera
ao julgador avaliar criticamente as informacgdes oriundas de inteligéncia, ponderando
seu peso probatério & luz do conjunto das evidéncias. E comum que RIFs
contenham andlises e inferéncias (p.ex. “indicio de fraude fiscal” baseado em certo
padréo), as quais nado vinculam o juiz, que deve formar convicgdo apenas com base nas
provas legalmente produzidas. Limites constitucionais de utilizagcdo do RIF: Como
mencionado, a Constituicdo protege fortemente a privacidade de dados financeiros.
Assim, houve importantes debates juridicos sobre até que ponto as informagées
financeiras podem ser acessadas e compartilhadas sem ordem judicial. A distingéo
tracada hoje é a seguinte: dados globais ou sinais de alertaprovenientes das
comunicacgdes obrigatérias (outputs do COAF) podem ser compartilhados diretamente
com as autoridades, pois decorrem de obrigacdes legais das instituicoes financeiras e de
analise estatal administrativa, isso nao é equiparado a devassa de sigilo bancario, mas
sim a uma espécie de comunicacéo de suspeita ja prevista em lei. Por outro lado, o acesso
a dados bancarios individualizados e completos (detalhes de extratos, saldos, copias
de documentos bancarios) exige autorizagao judicial, em respeito a clausula de reserva
de jurisdicao. Ou seja, o MP ou a policia ndo podem, por conta prépria, obter do COAF ou
diretamente dos bancos todos os dados de uma conta sem passar pelo crivo de um juiz,
isso configuraria quebra de sigilo bancario. O papel do RIF, portanto, é servir de ferramenta
de filtragem: ele indica ao Estado onde podem estar os indicios, mas para aprofundar e
converter isso em prova, deve-se acionar os meios legais (inquérito formal, pedidos
judiciais de quebra de sigilo, buscas e apreensdes etc.). Essa interpretacao foi consolidada
pelo Supremo Tribunal Federal no referido julgamento do Tema 990. Nele, o STF assentou
expressamente que o compartilhamento pela UIF (COAF) de informag¢6es resumidas de
inteligéncia financeira com o MP e a policia, para fins criminais, sem prévia autorizagdo
judicial, nado viola a Constituicdo, desde que ocorrade forma sigilosa, oficial e
controlada. O STF adicionou que tal intercAmbio deve dar-se por meios formais (com
registro da comunicacgao e identificagdo dos destinatarios) e que os dados sigilosos, uma
vez em procedimento investigativo, ficam sujeitos ao controle do Judiciario, que podera
examinar sua legalidade e adequacéo. Importante: a decisdo do STF enfatizou o
compartilhamento espontaneo, isto é, a UIF enviando relatdrios por iniciativa prépria ou
em resposta genérica a convénios de cooperacdo. Mas nao deliberou expressamente



sobre a possibilidade de requisicdo ativa de RIFs pelo Ministério Publico ou policia (a
chamada via contraria). Essa lacuna deu margem a interpretacoes diversas, levando auma
evolugao jurisprudencial posterior. Jurisprudéncia do STF e STJ sobre requisicdo de
dados financeiros: Diante da omissao do STF quanto a solicitacdo direta de RIFs, alguns
entendiam que o MP poderia sim requisita-los ao COAF para investigar alguém, enquanto
outros viam necessidade de ordem judicial nesse caso. Em 2024, a 18 Turma do STF chegou
a validar, por unanimidade, uma decisdo monocratica que permitira o envio de dados do
COAF diretamente a policia, sem autorizagdo judicial, interpretando o Tema 990 de forma
ampla. Entretanto, quase simultaneamente, a 22 Turma do STF adotou entendimento
oposto em relacdo a dados fiscais da Receita: impediu o MP de requisitar diretamente
informacgoes fiscais sigilosas sem ordem judicial, com o relator ministro Edson Fachin
ressalvando que o Tema 990 ndo autorizaria pedidos ativos, apenas o compartilhamento
espontédneo pelo drgao fiscal. No Superior Tribunal de Justica (STJ), as turmas penais
também divergiam. A 52 Turma havia decidido que seria legitima a requisicdo de
informacgodes ao COAF pelo MP, desde que ja houvesse investigacdo formal instaurada, ao
passo que a 62 Turma entendeu, em outro caso, ser ilegal a requisicao direta de RIFs pelo
MP ou policia sem prévia autorizagao judicial. Para unificar a posicao, a 32 Secao do STJ
(6érgdo que congrega ambas as turmas) apreciou a controvérsia em maio de 2025. O
colegiado fixou tese vinculante de que: “A solicitacéo direta de relatdrio de inteligéncia
financeira pelo Ministério Publico, ao Coaf, sem autorizacao judicial é inviavel. O Tema
990 do STF nao autoriza requisicao direta de dados financeiros por drgao de
persecugao penal sem autorizacao judicial.”. Em outras palavras, o STJ determinou
que MP e policia ndo podem pedir que o COAF produza ou fornega RIFs especificos de
pessoas, salvo com aval prévio de um magistrado. A secéo ressaltou que ha diferenca
entre o COAF compartilhar de oficio uma suspeita identificada (situagao permitida e
constitucional, segundo o STF) e o drgdo de investigacao requisitar proativamente dados
financeiros sigilosos (situagao que, ndo abrangida explicitamente pelo STF, foi considerada
sujeita a reserva de jurisdicdo pelo STJ). Esse entendimento do STJ vigorara até que o
préprio STF, em sede de eventual nova andlise, consolide a questdo de forma
definitiva. Implicagdes praticas: Assim, o uso dos RIFs enfrenta limites juridicos bem
delineados: (a) podem ser utilizados para instaurar e orientar investigacdes, sem que isso
constitua prova ilicita, pois derivam de um dever legal de comunicagdo e de analise
administrativa prévia; (b) ndo podem, contudo, ser obtidos sob encomenda direta dos
investigadores sem controle judicial hoje, exige-se que qualquer aprofundamento
investigativo subsequente (como a obtencao de extratos detalhados) seja chancelado por
um juiz, garantindo-se assim o respeito a privacidade e a legalidade. Do ponto de vista
probatério, os RIFs tém servido com frequéncia como ponto de partidade grandes
operagdes contra lavagem e corrupgao: por exemplo, varios casos da operacao LavaJato e
investigagbes de “rachadinhas” em assembleias legislativas tiveram origem em
comunicacoes financeiras que se transmutaram em RIFs. Contudo, houve também
grandes discussoes judiciais sobre a extensao do uso desses relatérios. Em 2019, uma
decisao liminar do presidente do STF chegou a suspender centenas de investigagbes em
todo o pais que utilizavam dados do COAF sem ordem judicial, gerando clamor publico.
Posteriormente, o julgamento do STF pacificou em parte a matéria (permitindo retomada
das investigacdes com base nos RIFs, dentro dos parametros fixados). Ainda assim, as
cautelas persistem: os tribunais tém anulado provas derivadas de RIF quando obtidas fora
dos trilhos legais, por exemplo, no caso julgado pelo STJ em 2025, os RIFs obtidos por
requisi¢cao policial sem autorizagcao foram invalidados e retirados do processo, embora a



acao penal tenha seguido com outras provas independentes. Em suma, os Relatérios de
Inteligéncia Financeira consolidaram-se como instrumento valioso no combate a
lavagem de dinheiro, mas nao sdo um “cheque em branco” investigativo. Seu uso deve
respeitar as fronteiras constitucionais: servir de elemento informativo inicial, licito e
constitucional quando manejado nos termos da lei, e depois ceder lugar a colheita de
provas formais sob crivo judicial. Assim se busca conciliar a efetividade da persecucgao
penal (que se beneficia imensamente do trabalho analitico do COAF) com a seguranga
juridica e os direitos fundamentais (que exigem que nenhuma intrusao na vida financeira
do cidadao ocorra sem base legal e supervisao do Judiciario).

Relatdrios de Inteligéncia Financeira (RIFs) e a Insegurancga Juridica em Investigagoes
Penais

Introducgéao

Os Relatoérios de Inteligéncia Financeira (RIFs), produzidos pelo Conselho de Controle de
Atividades Financeiras (COAF, atualmente Unidade de Inteligéncia Financeira — UIF),
surgem como instrumentos fundamentais no combate a lavagem de dinheiro e delitos
financeiros. Previstos na Lei de Lavagem de Capitais (Lei n°® 9.613/98), esses relatdrios
resultam da analise de comunicacdes de operagdes financeiras atipicas ou suspeitas,
obrigatoriamente reportadas por instituicoes como bancos, corretoras, cartérios, entre
outras. Quando o COAF identifica indicios de crimes nessas movimentagoes, a lei autoriza
que os RIFs sejam compartilhados de forma espontdnea com as autoridades de
persecucgdo penal, tais como o Ministério Publico e a policia. Esse compartilhamento
espontaneo, sem prévia ordem judicial, foi reconhecido como legitimo pelo Supremo
Tribunal Federal (STF) no julgamento do Tema 990 de repercussao geral, consolidando o
entendimento de que tal pratica ndo viola, por si s6, o sigilo bancario ou fiscal, por estar
amparada na legislacao vigente. No entanto, a utilizagao dos RIFs em investigacdes penais
tem geradointensa controvérsia juridica. Questiona-se sobretudo a (in)licitude de
requisicoes ativas de RIFs - isto é, quando autoridades solicitam diretamente ao COAF
relatorios sobre pessoas investigadas, sem autorizacado do Judiciario. A falta de regras
claras sobre os limites dessas requisi¢des, somada a decisdes judiciais divergentes, tem
provocado um cenario de insegurancga juridica. Este capitulo analisa criticamente esses
pontos, examinando: (i) o conflito entre o compartilhamento espontdneo autorizado no
Tema 990/STF e a ampliacdo interpretativa feita pelo STF na Reclamacao 61.944; (ii) a
auséncia de definicdo precisa acerca dos limites para pedidos diretos de RIFs por
autoridades investigativas sem ordem judicial; (iii) as inovagbes trazidas pelo Pacote
Anticrime (Lei 13.964/2019, especialmente o art. 3°-B, XI, “d” e “e” do CPP) e seu impacto
no acesso a dados sigilosos; (iv) a falta de uniformidade jurisprudencial entre STF e STJ-e
mesmo internamente em cada Corte, sobre o tema; (v) o risco de desvirtuamento dos
RIFs de meras ferramentas de inteligéncia em meios probatdrios informais ou atalhos
investigativos sem controle judicial; e (vi) os impactos dessas indefinicdes na seguranca
juridica dos investigados e no devido processo legal. A analise apdia-se em precedentes
recentes do STF e STJ, bem como na doutrina critica, incluindo pareceres do IBCCRIM e
estudos como “O precedente que nunca foi” (Boletim IBCCRIM, 2025) buscando oferecer
uma visdo doutrindria sélida e atual, passivel de servir de referéncia em futuros debates
jurisprudenciais.

Tema 990 do STF: Compartilhamento Espontaneo de RIFs



A controvérsia inicia-se com o Tema 990 de repercusséao geral julgado pelo STF, cujo
leading case (RE 1.055.941) discutiu a constitucionalidade do compartilhamento de dados
financeiros sigilosos com autoridades penais sem autorizagao judicial prévia, no
contexto de comunicagcdo entre o6rgdos de controle (como COAF) e o6rgaos de
investigacao. A tese fixada no Tema 990 autorizou apenas o
compartilhamento espontdneo de informacodes financeiras oriundas de atividades de
inteligéncia, tal como previsto no art. 15 da Lei 9.613/98. Em outras palavras, desde que o
COAF, no exercicio autbnomo de sua funcao de inteligéncia financeira detecte operagoes
suspeitas e espontaneamente reportetais indicios de crime as autoridades
competentes, esse repasse de informacdes nao fere o sigilo bancario constitucional. Trata-
se de uma extensdo administrativa da obrigagdo de comunicagao de operagdes atipicas,
entendida pelo STF como medida proporcional e alinhada ao interesse publico na
prevencao de ilicitos financeiros. E importante salientar que o préprio COAF enfatiza o
carater meramente informativo do RIF: suas informagbes “sdo eminentemente de
inteligéncia financeira” e “nao sao provas de ilicitos, mas constituem indicios que
devem ser adequadamente investigados pelas autoridades competentes”. Ou seja, o
RIF constitui uma noticia de fato a ser apurada, e nao, por si, prova da ocorréncia de crime.
A legislacdo vigente ndo prevé que os dados processados pelo COAF possam ser
automaticamente usados como prova no processo penal. Assim, o entendimento fixado no
Tema 990 buscou permitir a circulagdo dessas informacées entre COAF e 6rgaos
persecutorios, sem judicializagdo prévia, mas sem transformar o RIF em atalho
probatdrio. No Tema 990, portanto, o STF ndo deliberou sobre hipdteses de solicitagcéo
ativa de relatdrios pelo Ministério Publico ou policia. A distincao entre compartilhamento
espontaneo (iniciado pelo COAF diante de operagGes suspeitas) e requisicdo
ativa (iniciada pela autoridade investigativa) é crucial. Atese de repercussao geral abarcou
unicamente a primeira situacao, estabelecendo que, quando o COAF comunica
espontaneamente informagdes ao identificar indicios de crimes, néo ha violagao de sigilo,
dispensando-se autorizagao judicial para esse compartilhamento. Ficou implicito,
ademais, que tais dados compartilhados servem de ponto de partida informativo, exigindo
posterior aprofundamento investigativo e obtengéo de provas por meios regulares.

Reclamacéao 61.944/STF e a Ampliacao Controvertida da Tese

A problematica central surgiu quando autoridades de persecucao passaram a alegar que o
mesmo aval dado ao compartilhamento espontaneo permitiria também a requisicao
direta de RIFs, sem ordem judicial. Esse entendimento foi endossado pela 12 Turma do
STF na Rcl 61.944, decisdo que gerou forte critica doutrinaria. Nessa reclamacgéo, o
Ministério Publico buscou cassar acérdao do STJ que considerara ilicito um RIF obtido por
solicitagdo ativa, argumentando que tal posigcdo contrariaria o precedente do Tema 990.
Em outubro de 2024, a 12 Turma do STF (rel. Min. Cristiano Zanin) deu provimento a
reclamacgéao, entendendo que a requisicdo de RIFs por autoridades investigativas estaria
sim abrangida pela tese do Tema 990. Com isso, validou-se naquele caso concreto a
obtencéao de relatérios sigilosos pelo MP sem autorizagao judicial, anulando a deciséo do
STJ que os havia invalidado. A critica dos juristas foi imediata. Conforme observam
Nogueira e Mendes Gomes Junior (2025), a 12 Turma extraiu do Tema 990 algo que nele
nao foi decidido, poisa tese tratava exclusivamente do compartilhamento
espontaneo, ndo abrangendo o cenario de requisigao ativa. Ao estender indevidamente o
alcance do precedente, a decisdo da Rcl 61.944 “validou, sem a devida fundamentacao,
uma pratica que jamais foi objeto de deliberacgao institucional” pelo Plenario do STF. Em



outras palavras, o STF acabou por criar uma autorizagao inédita permitir que delegados e
promotores pecam diretamente relatorios financeiros sigilosos sem que isso tivesse sido
discutido ou previsto na decisdo paradigmatica do Tribunal Pleno. Do ponto de vista
técnico, argumenta-se que a reclamacgédo constitucional sequer seria cabivel, ja que
o “ponto controvertido” (requisicdo direta de RIFs)ndo estava contemplado na
hipotese julgada no Tema 990. Assim, a Rcl 61.944 representou um desvio no sistema de
precedentes, ampliando a tese originaria de modo ilegitimo e sem base legal expressa.
A decisao da 12 Turma do Supremo Tribunal Federal na Rcl 61.944 simboliza um momento
paradigmatico de eroséao silenciosa das garantias processuais penais. Sob o pretexto da
“eficiéncia investigativa”, validou-se a requisicdo ativa de Relatdrios de Inteligéncia
Financeira (RIFs) sem autorizagdo judicialum movimento que, embora travestido de
adesao a padroes internacionais, disfarca um perigoso deslocamento de competéncia
jurisdicional. O fundamento invocado evitar entraves burocraticos encontrou respaldo em
diretrizes internacionais nédo vinculantes, como as recomendacg¢des do GAFI/FATF e os
Objetivos de Desenvolvimento Sustentavel (especialmente o ODS 16). Tais normativas, por
mais legitimas enquanto orientadoras de politicas publicas, sdo expressdes de soft law e
nao possuem densidade normativa suficiente para redesenhar, por si sés, os contornos do
devido processo legal.A liberdade ndo pode existir onde a razado se curva ao arbitrio e
quando a pressa de punir supera os principios, ndo € mais justica: é atalho institucional.
Mais grave que a ampliacao hermenéutica indevida foi a inversdo da natureza dos préprios
RIFs. Por definicdo legal, ndo se trata de prova, mas de elemento de informagéao pré-
processual, Util para identificar padrdes atipicos e suspeitas de movimentagoes ilicitas
jamais para substituir o contraditério ou dispensar a tutela judicial do sigilo. O uso dos RIFs
como ponto de partida de inquéritos ou como ancora probatéria transforma alertas
administrativos em instrumentos de persecugdo penal direta, corroendo a légica do
modelo acusatdrio e tensionando os limites do art. 15 da Lei 9.613/1998. A deciséo da 12
Turma, ao reinterpretar o Tema 990 fora de sua moldura original, distanciou-se do que
efetivamente decidiu o Plenario e produziu uma zona cinzenta entre o admissivel e o
arbitrario, zona essa que o Estado Democratico de Direito ndo pode tolerar sob pena de
institucionalizar a suspeita como método e o atalho como regra.

Auséncia de Limites Claros para Requisicoes Ativas de RIFs

Diante desse cenario, evidencia-se uma preocupantelacuna normativa e
jurisprudencial: quais os limites para que Ministério Publico ou policia requeiram
ativamente RIFs ao COAF sem autorizacao judicial? A lei de lavagem (Lei 9.613/98) prevé
apenas a comunicagdo espontaneade operagbes suspeitas (art. 15), mas nao
disciplina pedidos diretos pelas autoridades investigativas. No ordenamento juridico
brasileiro, o sigilo bancario e fiscal é protegido constitucionalmente como dimensao
dos dados pessoais (CF, art. 5°, X e Xll), cuja quebra exige ordem judicial fundamentada,
salvo hipoteses excepcionais definidas em lei. Além da Constituigdo, a Lei Complementar
n° 105/2001 reforga, em seu art. 1°, 84°, que a quebra de sigilo bancario sé pode ocorrer
com autorizacao judicial em investigacdes de crimes graves. Dessa forma, ndo ha base
legal explicita que permita a delegados ou promotores, de forma unilateral, acessar dados
financeiros detalhados de um cidaddo sem aval do Judiciario. O reconhecimento da
validade do RIF espontdneo pelo STF ndo preenche essa lacuna — ao contrario, muitos
entendem que reforga a necessidade de reservar ao ambito espontaneo aquilo que
escapa ao crivo judicial prévio. Quando autoridades tentam contornar a exigéncia de
autorizagdo judicial por meio derequisigcbes informaisao COAF, incorre-se num



descompasso com o arcabouco legal de sigilo de dados. Como bem pontuou a 32 Segéao
do Superior Tribunal de Justica, os dados contidos nos RIFs (extratos bancarios,
movimentagoes financeiras, saldos, informacgoes fiscais etc.) sao acobertados pelo
sigilo constitucional e somente podem ser obtidos mediante prévia decisdo judicial
fundamentada. Logo, solicitagdes diretas de RIFs pelo MP ou policia, sem ordem judicial,
carecem de amparo normativo claro. Essa indefinigdo normativa gera inseguranga: de um
lado, algumas autoridades passaram a fazer tais requisicdes apoiando-se numa
interpretacao elastecida do precedente do STF; de outro, decisdes judiciais tém repelido a
pratica por auséncia de previsao legal e violagao a garantias individuais. Em sintese, ha
hoje falta de parametros definidos sobre se, quando e como um relatério financeiro pode
ser requisitado ativamente. Tal situagdo clama por um posicionamento clarificador das
Cortes Superiores: seria licito o acesso direto a dados sigilosos via COAF sem
autorizacao judicial? At¢ o momento, a resposta oscila, comprometendo a seguranca
juridica. Enquanto o STF nao enfrentar frontalmente essa questao especifica que, como
visto, extrapola o escopo do Tema 990, permanece um vacuo regulatério suscetivel a
interpretacdes dispares e potencialmente arbitrarias.

O Pacote Anticrime e a Clausula de Reserva de Jurisdicao (CPP, art. 3°-B, XI, “d” e “e”)

A insegurancga juridica em torno dos RIFs tornou-se ainda mais evidente diante das
inovacoes legislativas trazidas pelo chamado Pacote Anticrime (Lei n® 13.964/2019). Essa
lei, ao reformar o Cdédigo de Processo Penal, criou a figura doJuiz das Garantiase
enumerou suas competéncias no art. 3°-B do CPP. Em especial, o inciso XI do art. 3°-B
estabelece que compete exclusivamente ao juiz das garantias decidir sobre
requerimentos de medidas invasivas, listando entre elas: (a) interceptagdes telefonicas
e telematicas; (b) afastamento dos sigilos fiscal, bancario, de dados e
telefénico; (c) buscas e apreensdes domiciliares; (d) acesso a informagoes sigilosas;
e (e) outros meios de obtencao de prova que restrinjam direitos fundamentais do
investigado. Tais disposicoes funcionam, na pratica, como uma clausula de reserva de
jurisdicao: qualquer medida que importe em devassa de sigilo ou restricdo a direitos
fundamentais do investigado deve passar pelo crivo prévio de um magistrado.
Notadamente, as alineas “d” e “e” do art. 3°-B, XI, abrangem genericamente o acesso a
informacgoes protegidas por sigilo e outros meios intrusivos de obtencéo de prova. Nesse
espectro, encaixa-se perfeitamente o RIF, que compila dados financeiros confidenciais
de individuos. Portanto, com a vigéncia da Lei 13.964/2019, pode-se sustentar
que qualquer pedido de acesso a RIF feito por autoridades persecutdrias exige prévia
autorizacao do juiz das garantias, sob pena de nulidade. Essa lei é posterior tanto ao art.
15 da Lei 9.613/98 (que embasou o Tema 990) quanto ao préprio precedente do STF, de
modo que atualiza o quadro normativo impondo novo standard procedimental. Em outras
palavras, ainda que se entendesse — ad argumentandum — que o Tema 990 pudesse tolerar
requisicbes sem juiz (o que nao foi o caso, como vimos), a superveniéncia do Pacote
Anticrime altera esse cenario, positivando a exigéncia de intervencgéo judicial para acesso
a dados sigilosos de investigados. Cumpre mencionar que a implementac¢éo do juiz das
garantias em ambito nacional encontrava-se suspensa por decisdo do STF (ADI 6.298 e
correlatas) até recentemente, o que gerou debate sobre a eficacia imediata dessas regras.
Ainda assim, mesmo antes da vigéncia plena do juiz das garantias, o comando do art. 3°-
B, Xl reflete uma opcgao legislativa inequivoca no sentido de submeter a autoridade
judicial qualquer rompimento de sigilo financeiro ou obtencao de prova invasiva.
Assim, ainterpretagcao ampliativa adotada na Rcl 61.944 mostra-se frontalmente



contraria ao texto e ao espirito da lei nova. Trata-se de ponto que certamente devera ser
considerado pelo STF quando vier a apreciar definitivamente a matéria, sob pena de a Corte
convalidar uma pratica que a legislagcdo processual penal reformada passou a vedar
expressamente. Nesse contexto, lex mitiorem matéria de garantia individual (reserva de
jurisdicao) deve ser aplicada de imediato em beneficio do investigado.

Divergéncias Jurisprudenciais entre STF e STJ

A falta de definicdo clara e as interpretagbes conflitantes se refletiram em acérdaos
dispares nas instancias superiores, gerando um panorama de notavel inseguranca. No
ambito do STJ, prevaleceu uma visdo garantista: tanto a 52 quanto a 62 Turma
(especializadas em matéria penal) manifestaram-se contrarias ao acesso de RIFs sem
ordem judicial. Essa posicdo foi consolidada em maio de 2025 pela 32 Segcao do STJ -
érgao que uniformiza a jurisprudéncia criminal da Corte, integrando os ministros de ambas
as Turmas. Julgando, a 32 Secéao, por maioria, fixou tese de que éilicita a solicitacao direta
de RIFs pelo Ministério Publico ou pela policia, sem prévia autorizagao judicial. No
caso concreto, apurou-se que uma autoridade policial requisitara sigilosamente ao COAF
um relatério financeiro sobre os investigados, sem passar pelo juizo competente. As
informagoes sigilosas obtidas foram utilizadas para embasar denuncias por crimes graves
(organizacao criminosa, lavagem de dinheiro etc.). A defesa impetrou habeas corpus, mas
o Tribunal de Justica local (TJ/GO) denegou a ordem, entendendode forma
questionavel que o Tema 990 do STF autorizaria aquele compartilhamento de informacgoes.
Ao apreciar o caso, o STJ rejeitou essa interpretacao extensiva do Tema 990 e anulou o
RIF obtido ilicitamente, bem como as provas derivadas dele, embora tenha mantido a agéo
penal em curso (possibilitando novas diligéncias licitas). Em sua decisdo, a 32 Secéao
enfatizou que os relatérios financeiros do COAF gozam de protecao constitucional de
sigilo, de modo que sua obtencédo requer intervengdo judicial exatamente conforme
dispoe o CPP reformado. Essa uniformizacao vale pelo menos até que o STF se pronuncie
de forma definitiva sobre a aplicacdo do Tema 990, conforme ressaltado no acérdao do
STJ. Em suma, no STJ vigora o entendimento de que policia e MP nao podem obter dados
de RIF sem autorizacao de um juiz, por configurar verdadeira quebra de sigilo. Ja no
ambito do STF, ha evidente divisao interna. De um lado, a 12 Turma do STF (da qual faz
parte o Ministro Alexandre de Moraes, entre outros) proferiu decisdes no sentido de admitir
que, havendo uma investigagcao formal em curso, o Ministério Publico ou a policia possam
requisitar diretamente relatérios do COAF mesmo sem autorizagéo judicial. E nessa linha
que se encaixa a polémica decisao da Rcl 61.944 ja analisada. De outro lado, a 22 Turma
do STF adotou posigdo oposta,vedando a solicitagcdo direta de RIFs sem prévia
autorizacao de um juiz. Essa divergéncia ficou explicita em julgados como o HC
200.569/ES (22 Turma, 2024) e outros, nos quais ministros entenderam que o
compartilhamento de informacgdes financeiras fora dos parAmetros do Tema 990 afrontaria
garantias fundamentais. Diante desse impasse, o STF reconheceu a repercussao geral do
tema novamente, agora sob oTema 1.404, justamente para definircom efeito
vinculante os limites do poder investigativo sobre o sigilo financeiro. O relator do Tema
1.404 é o Min. Alexandre de Moraes, que em agosto de 2025 proferiu decisbdes
determinando a suspensao nacional de todos os processos judiciais que envolvessem
RIFs requisitados sem ordem judicial. Essa medida de sobrestamento — alvo de criticas
por alguns doutrinadores, por supostamente subverter a légica do sistema de
precedentes (ja que o Tema 990 continuaria formalmente valido) busca evitar decisdes
conflitantes até que o Plenario do STF julgue o mérito da questao. Espera-se que, no



julgamento do Tema 1.404, o Supremo esclareca de vez se o Ministério Publico e a policia
podem ou néao requisitar diretamente dados bancarios e fiscais de investigados sem
autorizagao prévia do Poder Judiciario. A decisao, prevista para 2025/2026, tera impacto
direto em inumeros inquéritos, agdes penais e medidas cautelares pendentes pelo pais. A
depender do rumo adotado, provas poderao ser invalidadas em massa (caso o STF
considere ilicitas as requisicoes diretas pretéritas)ou, em sentido
contrario, legitimadas mesmo quando obtidas sem autorizacdo judicial. Trata-se,
portanto, de um momento crucial para a seguranca juridica: a definicao vinculante do STF
devera pacificar o entendimento e orientar uniformemente as instancias inferiores. As
decisbes recentes do Supremo Tribunal Federal e do Superior Tribunal de Justica revelam
um panorama jurisprudencial fragmentado e controverso quanto ao uso e a legalidade dos
Relatorios de Inteligéncia Financeira (RIFs) no ambito penal. Enquanto precedentes como
o HC 201.965 (22 Turma, rel. Min. Gilmar Mendes) reconheceram a nulidade de RIFs
produzidos sob requisicdo sem investigacdo formalmente instaurada, apontando violagao
direta a tese do Tema 990 , outras decisdes como a Rcl 61.944 e a Rcl 81.546 (rel. Min.
Cristiano Zanin) validaram a requisi¢cao ativa de dados pela autoridade persecutoria,
inclusive sem ordem judicial, com base em interpretacao extensiva do mesmo precedente.
Ja oInq 4847 AgR (rel. Min. Alexandre de Moraes) e o HC 246.060 (rel. Min. Edson Fachin)
consolidam o entendimento de que os RIFs podem ser solicitados diretamente, desde que
em procedimentos formalmente instaurados, afastando a necessidade de autorizagcao
judicial prévia. Por sua vez, a jurisprudéncia mais critica como o RHC 196.150/STJ e o
parecer do IBCCRIM no RE 1.301.250 ressalta a necessidade de reserva de jurisdi¢cdo para
qualquer medida que envolva acesso a dados protegidos por sigilo constitucional. O
resultado é uma jurisprudéncia dual, em que o mesmo Tema 990 é usado como
fundamento para posicdes diametralmente opostas, gerando grave inseguranca juridica e
potencial desvirtuamento do papel dos RIFs como instrumento de inteligéncia e nao de
prova antecipada.

Risco de Desvirtuamento dos RIFs como Ferramenta Probatéria Informal

Um dos maiores riscos associados a auséncia de critérios claros para o uso de RIFs é o
seu potencial desvirtuamento, transformando uma ferramenta de inteligéncia em
um meio probatdrio informal e atalho investigativo. Como mencionado, o RIF foi
concebido paraauxiliar a persecucao penal, nao para substitui-la. Seu
conteudo movimentagdes financeiras atipicas, identificadas por pardmetros
automaticos indica pistas que devem ser apuradas pelas autoridades, as quais precisam
entao produzir provas formais dos ilicitos sob investigagdo. Em nenhuma hipédtese o RIF,
por si sO, deveria isentar policiais e promotores do dever de coletar provas
autonomas do fato criminoso. Na pratica, contudo, observa-se uma tendéncia
preocupante: informagées de inteligéncia financeira vém sendo utilizadas como
elementos suficientes, por si sos, para deflagrar investigagdoes penais, embasar
medidas invasivas e até justificar o recebimento de dentncias. Diversos precedentes
ilustram essa evolugéo. Inicialmente, o STJ chegou a afastar o uso do RIF como unico
fundamento para quebrar sigilos bancario, fiscal ou telefénico por exemplo, no HC
191.378/DF, entendeu-se que um relatério do COAF isolado nao bastava para autorizar tais
quebras, declarando-se a nulidade das provas obtidas quando ndo houve nenhuma outra
diligéncia investigativa além do RIF. Contudo, ao longo do tempo, o entendimento
abrandou-se: posteriormente, a Corte passou a admitir que o RIF poderia sim justificar a
instauragcao de inquérito e até subsidiar quebras de sigilo, desde que houvesse elementos



indicativos de possivel crime financeiro. Em alguns julgados, reconheceu-se o RIF
como “peca de informagao” apta a demonstrar justa causa para oferecer denuncia,
mesmo desacompanhado de investigagcao prévia robusta. Tribunais Regionais Federais
também tém aceitado o RIF para fundamentar buscas e apreensdes e manter prisdes
preventivas, sob o raciocinio de que os dados apontados pelo COAF ja indicariam
suficiente envolvimento dos investigados em praticas ilicitas. Esse panorama revela
uma confusdo acerca da natureza juridica do RIF e uma eroséo paulatina das cautelas
devidas. Informacbes que,a priori, visavam apenas acender um alertasobre
movimentagdes atipicas, passaram a receber um peso probatdrio incompativel com
sua finalidade original. Como sintetiza Nogari (2023), ha hoje “absoluta indefinicdo” sobre
o status do RIF: apesar de seu inegavel carater de inteligéncia financeira, tem-se lhe
atribuido irrefletidamente status equiparavel ao de ‘prova’, em substituicdo aos
meétodos tradicionais de investigacao criminal. Em outras palavras, corre-se orisco de o
RIF ser tratado como um atalho probatério informal uma espécie de prova pronta e
acabada fornecida pelo COAF dispensando-se diligéncias que seriam normalmente
exigidas para atingir o mesmo resultado. Isso desvirtua a fungdo do RIF, que néo foi
pensado para servir de prova judicial direta, mas sim paraorientar a atuacao
investigativa. Além disso, essa pratica pode implicar a instrumentalizacao indevida do
COAF. AUIF ndo é um 6rgao de investigacao criminal subordinado ao Ministério Publico ou
a policia, e sim uma autoridade administrativa autonoma, com funcao de inteligéncia.
Transforma-la em uma extensdo oculta das agéncias investigativas, mediante solicitagoes
informais para vasculhar dados financeiros de alvos, a margem do controle
judicial, subverte seu papel institucional. Em vez de atuar dentro dos limites legais (com
comunicacdes espontineas de situagdes suspeitas estritamente definidas), o COAF
poderia ser compelido a produzir relatérios sob demanda, atendendo a “pesquisas”
financeiras de investigados sem que um juiz tenha avaliado minimamente a pertinéncia e
a legalidade da medida. Trata-se de um grave risco de abuso, equiparavel a permitir
quebras de sigilo sem ordem judicial sob o pretexto de se tratar apenas de inteligéncia.
Em dltima analise, isso permitiria “investigagdoes secretas” sobre a vida financeira de
pessoas, sem registro ou controle jurisdicional, ferindo o modelo acusatdrio e garantias
basicas de transparéncia e contraditdrio na investigagao preliminar.

Impactos na Seguranca Juridica e no Devido Processo Legal

A conjuncéao de indefinigbes legais e interpretagdes jurisprudenciais dispares a respeito
dos RIFs acarreta sérios prejuizos a segurancga juridica dos investigados e ao devido
processo legal. Em um Estado Democratico de Direito, é fundamental que os limites da
atuacdo estatal na investigagcdo criminal estejam bem delineados e que os cidaddos
saibam de antemao quais s&o as regras do jogo. Todavia, no contexto dos RIFs, impera
atualmente a incerteza: dependendo da abordagem adotada por determinada autoridade
ou o6rgéo julgador, a mesma conduta (requisitar ou usar um RIF sem autorizagéo) pode ser
considerada valida ou ilicita. Essa falta de uniformidade mina a previsibilidade do direito.
Investigados em situacdes andlogas podem ter destinos processuais distintos conforme o
caso seja submetido a um juizo mais garantista ou mais permissivo. Viola-se, assim, a
isonomia e a confiancga no sistema juridico, pois o tratamento das informacdes sigilosas
oscila ao sabor de entendimentos pessoais ou de colegiados especificos, em vez de seguir
um padrao objetivo e estavel. Do ponto de vista do devido processo legal, os riscos sao
evidentes. O sigilo bancario e fiscal, assegurado constitucionalmente, constitui um direito
fundamental intimamente ligado a privacidade e intimidade. Permitir sua relativizagao



sem controle judicial estrito fragiliza as garantias processuais e pode abrir precedentes
perigosos. Comparativamente, a transferéncia irrestrita de dados financeiros
assemelha-se a autorizar buscas domiciliares ou interceptagées telefénicas sem
ordem judicial, medidas que sdo sabidamente das mais invasivas no ambito penal. Nao
por outro motivo, exigem-se critérios rigorosos e autorizagao prévia de um juiz para tais
diligéncias. Postergar ou dispensar esse controle no caso dos RIFs é ignorar que a devassa
financeira de uma pessoa pode ser tdo ou mais intrusiva que uma devassa fisica em
sua residéncia ou comunicagoes. A tutela jurisdicional preventiva € o que garante que
ninguém tera seu sigilo violado sem justa causa e sem escrutinio da legalidade e
necessidade da medida. A falta de clareza normativa sobre os RIFs gera também efeitos
deletérios nafasejudicial do processo. Evidéncias colhidas a revelia de autorizagao judicial
carregam consigo a pecha de potencial ilicitude. Caso o STF confirme a exigéncia de
ordem judicial, muitos processos penais em curso que utilizaram RIFs obtidos
informalmente poderao ver suas provas fulminadas por nulidade o que, por um lado,
restabelece o primado da legalidade, mas, por outro, pode comprometer investigacoes
importantes que se apoiaram de boa-fé em entendimentos entéo vigentes. Inversamente,
se a Corte convalidar as requisi¢cdes diretas, consolidarda uma guinada jurisprudencial
que legitima atuacoes até entdo consideradas irregulares. Em ambos os cenarios, a
transig¢do jurisprudencial traz inseguranca: investigados, defensores e mesmo acusadores
enfrentam um quadro nebuloso quanto ao destino das provas financeiras. Mais
profundamente, ha risco de dano institucional: autorizar amplamente o uso de RIFs sem
filtro judicial pode criar incentivos para abusos e persegui¢oes, uma vez que autoridades
poderiam, sob pretexto de investigacao financeira, esquadrinhar a vida econémica de
desafetos ou opositores politicos, sem deixar rastro imediato (ja que o pedido ao COAF
poderia ser oficiado discretamente, diferentemente de uma medida judicial, que gera um
processo incidente documentado). Essa perspectiva reforca a necessidade
de “criteriosos e restritivos” parametros por parte do STF para o compartilhamento e
uso de RIFs. Afinal, mais que uma questao técnica, o que esta em jogo é a garantia de
gue ninguém tera sua vida financeira devassada sem o devido controle judicial e sem
respeito ao devido processo. A ideia de que exigir autorizagao judicial “atrapalha” o
combate ao crime deve ser firmemente rechacada, pois trata-se de uma linha de
raciocinio perigosa: sacrificar garantias fundamentais em nome de uma suposta eficiéncia
pode abrir caminho para arbitrariedades incompativeis com um Estado de Direito. Como
bem alertado por Widal (2025), se admitirmos esse argumento, estaremos abrindo
espaco para praticas excepcionalmente graves, relativizando principios basilares do
ordenamentor. Em suma, a seguranca juridica dos investigados — e a propria credibilidade
do sistema de justica exigem balizas claras: ou se estabelece de vez que RIFs somente
podem ingressar em investigagées com autorizagao judicial, preservando-se os direitos
individuais, ou assume-se que esse filtro € desnecessario, com todas as consequéncias
(inclusive negativas) dai decorrentes.

Conclusao

A discussao em torno dos Relatérios de Inteligéncia Financeira evidencia o complexo
equilibrio entre eficiéncia investigativa e protecéo de garantias fundamentais. De um lado,
o compartilhamento de informacgdes financeiras pelo COAF tem se mostrado ferramenta
valiosa no enfrentamento a crimes financeiros e corrupgéo, fornecendo intelligence que
muitas vezes desencadeia investigacdes exitosas. De outro, ndo se pode permitir que a
busca por eficacia suprima a seguranca juridica e as balizas do devido processo. A
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experiéncia recente demonstrou que, sem critérios claros, os RIFs podem ser empregados
de forma indevida — ora como “provas” indiretas sem lastro legal, ora como meio de
burlar a reserva de jurisdicdo em quebras de sigilo. No atual momento, impera um quadro
de divergéncia jurisprudencial que aguarda resolugdo pelo Supremo Tribunal Federal.
Como ressaltam Nogueira e Mendes Gomes Junior, “impde-se que o STF e o STJ
enfrentem, de modo claro e definitivo, [...] o verdadeiro ponto controvertido: a
legalidade ou nao do requerimento direto e sem autorizagao judicial de acesso aos
RIFs por autoridades persecutérias”. Até que essa definicdo ocorra — possivelmente por
meio do julgamento do Tema 1.404 pelo STF Pleno — recomenda-se maxima cautela por
parte dos atores do sistema de justica. A orientacao dos tribunais superiores aponta, ainda
que provisoriamente, para a prevaléncia da garantia: a 32 Segao do STJ fixou ser ilicita a
requisicao de RIF sem ordem judicial, e parcela significativa do STF também se inclina a
exigir controle jurisdicional. A prdépria legislacao vigente (Pacote Anticrime) consagra a
necessidade de autorizacao judicial para acesso a dados sigilosos, sinalizando o
caminho a ser seguido. Em conclusédo, conferir seguranca juridica ao uso dos RIFs em
investigagdes penais demanda afirmar, sem ambiguidades, que o respeito ao sigilo
financeiro e ao devido processo é condicao inegociavel. Os RIFs devem permanecer
como instrumentos de inteligéncia, disparadores de investigacdo e nao atalhos
probatérios. E crucial que a jurisprudéncia estabelecga parametros objetivos: por exemplo,
definindo que o RIF podeinformara abertura de uma apuragao (notitia
criminis qualificada), mas que qualquer aprofundamento — seja para obter documentos
bancarios, seja para constranger direitos individuais — dependa de autorizagao judicial.
Assim, conciliar-se-a a efetividade do combate aos delitos financeiros com a preservacao
das liberdades publicas. Somente com regras claras e uniformes é que os RIFs deixardo de
ser fonte de controvérsia e passardo a integrar harmonicamente o processo
penal, fortalecendo a justica sem abdicar da seguranca juridica que deve nortear todo
Estado de Direito.



